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If the US government gets its way, all Americans boarding international flights will have to submit to a face
scan, which privacy advocates call an ill-advised step toward a surveillance state. The Department of Homeland
Security (DHS) says it is the only way to successfully expand a program that tracks nonimmigrant foreigners. They
have been required by law since 2004 to submit to biometric identity scans, but to date have only had their
fingerprints and photos collected prior to entry. Now DHS says it is finally ready to implement face scans on
departure — aimed mainly at better tracking visa overstays but also at tightening security. But, the agency says, US
citizens must also be scanned for the program to work. Privacy advocates say this oversteps Congress's mandate.
"Congress authorized scans of foreign nationals. DHS heard that and decided to scan everyone,” said Alvaro
Bedoya, executive director of the Center on Privacy and Technology at Georgetown University.

Pilot projects are underway at six US airports: Boston, Chicago, Houston, Atlanta, New York City and
Washington. DHS aims to have high-volume US international airports engaged beginning next year. John Wagner,
the Customs and Border Protection (CBP) deputy executive assistant commissioner in charge of the program,
confirmed in an interview that US citizens departing on international flights will submit to face scans. Wagner says
the agency will delete within 14 days all scans of US citizens. However, he doesn't rule out CBP keeping them in
the future, after going "through the appropriate privacy reviews and approvals."

Another DHS initiative worrying privacy advocates is the Transportation Security Administration's (TSA'S)
Precheck, the voluntary program designed to speed enrollees through airport security. Participants are not being
told that the digital fingerprints and biographical data they submit for background checks when enrolling are
retained in an FBI identity database for life, said Jeramie Scott, an attorney with the Electronic Privacy Information
Center (EPIC).

EPIC worries not just about potential governmental abuse but also the vulnerability to hackers. In the 2015
breach of the federal Office of Personnel Management, 5.6 million sets of fingerprint images were stolen.
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A-1 Which of the following has been enforced at US airports so far?
1. All passengers have had to submit photos when entering and leaving the US.
2. US citizens have been required to submit fingerprints only when leaving the country.
3. Nonimmigrant foreigners have had to submit to fingerprinting and photography upon entry to the US.

A-2 According to DHS, what will be the principal purpose of face scanning for passengers departing from
airports?
1. Face scans are designed to scan only US citizens' faces.
2. Face scans will be used to speed up the processing of passengers at airports with tight schedules.
3. Face scans are mainly intended to find people who have stayed in the US longer than the period permitted by
their visa and also to tighten security.

A-3 What is a major complaint of privacy advocates about the face scan?
1. They argue that scanning everyone, including US citizens, exceeds Congress's mandate.
2. They are worried that the authorities will not be able to scan everyone at major US airports.
3. They are concerned that the program will not work efficiently if it does not include US citizens.

A-4 What is now happening at six major US airports?
1. The new technology is being tested before being used at other high-volume airports.
2. All pilots flying to international destinations are undergoing face scans prior to departure.
3. The face scans of all foreign nationals staying in the US for less than 14 days are being deleted.

A-5 What is the concern of the Electronic Privacy Information Center?
1. It is concerned that biographical data on the FBI database may be incorrect.
2. It is worried that many US citizens do not store their passports safely and they may get stolen.
3. It is worried about potential abuse by the government as well as the security risks to electronically stored data.
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A-6  After a call has been made to the aeronautical station, a period of at least 10 seconds should elapse before a
second call is made. This should eliminate unnecessary transmissions while the aeronautical station is getting
ready to reply to the initial call.

(&)  What is the purpose of the pause between a call to an aeronautical station and the second call to that
station?
1. Leaving a period of not less than 10 seconds between calls always prevents smooth communication.
2. A gap of 10 seconds or more should allow the aeronautical station to prepare a reply without unwanted
interruptions.
3. The aeronautical station should allow a minimum pause of 10 seconds in order for the sender to prepare a
second call.

A-7  The transmission of long messages should be interrupted momentarily from time to time to permit the
transmitting operator to confirm that the frequency in use is clear and, if necessary, to permit the receiving
operator to request repetition of parts not received.

(%) What is the appropriate procedure when transmitting long messages?
1. The person receiving a long message must not allow the sender to interrupt the transmission of that
message at any time.
2. Long messages should be transmitted in full without interruption, and then the whole message should be
repeated without interruption.
3. The transmitting operator is recommended to take pauses during the transmission of long messages in order
to check that the message is being communicated successfully.

A-8 When transmitted by an aircraft station, the acknowledgement of receipt of a message shall comprise the
call sign of that aircraft. An aircraft station should acknowledge receipt of important air traffic control
messages or parts thereof by reading them back and terminating the readback by its radio call sign.

(%) How should an aircraft station acknowledge receipt of important air traffic control messages?
1. An aircraft station should read back the messages and add its call sign at the very end of the
acknowledgement.
2. The call sign of the station that has received the original message must not be included in the
acknowledgement.
3. An aircraft station should always acknowledge important air traffic control messages by readback of the
terminating parts of the messages.

A-9 In the case of complete unavailability of the operator in the course of a flight, and solely as a temporary
measure, the person responsible for the station may authorize an operator holding a certificate issued by the
government of another Member State to perform the radiocommunication service.

(%) Under what circumstances may the person in charge of a station permit someone qualified in another

country to perform the radiocommunication service during a flight?

1. Such temporary authorization may only be given in cases where there is no possibility of the regular
operator performing his/her duties on a flight.

2. The person responsible for the station may permit individuals holding temporary certificates issued by
foreign governments to perform the service whenever they are available.

3. The person in charge may permit the holder of a foreign certificate to perform the radiocommunication
service whenever the qualifications can be confirmed.
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The ATC transponder which responds to (7 ) interrogation from SSR was ( - ) introduced to
enable military authorities to identify friendly aircraft. It is now standard (7 ) to use a different ATC code
for each transponder of aircraft flying in ( = ) airspace ( A4 ) the controller can readily identify any
specific aircraft on a crowded radar screen.
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JAXA has developed and performed flight demonstration tests of onboard Doppler LIDAR ( 7 )
detecting ( - )-air turbulence. The device ( 7 ) about 150kg and emits laser beams to identify
turbulence on its flight path by detecting the light ( = ) by water droplets and dust. It will enable the
aircraftto (A4 ) air turbulence about 70 seconds before reaching it.
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In order to reduce (7 ), aircraft stations shall, within the ( ) attheir ( 7 ), endeavor to select
for calling the band with the ( = ) favorable propagational ( -4 ) for effecting reliable communication.
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